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Abstract: VANETS (Vehicular Ad hoc networks) is gaining a great attention in the field of research which  integrates 

ad- hoc networks and cellular technology for better inter vehicular communications. In vehicular Ad Hoc networks, 

routing is somewhat typical than in any other wired networks. This is due to severe changes in topology calls for 

customized routing protocols. The main aim of this paper is to discuss these two such protocols OLSR and ADOV 

routing protocols. ADOV is on-demand routing algorithm which determines a route to the destination only when 

desired node wants to send a packet to the destination where packet holds and maintains a table containing information 

about the destination packet. OLSR is a proactive routing protocol mainly developed for MANETS. This paper extends 
the use of OLSR for VANETS. Thus    comparison of these two protocol results helps selection of particular routing 

protocol for Vehicular Ad Hoc networks. 

 

Index Terms: OLSR, ADOV, Vehicular Ad Hoc networks(VANETS). 

 

I. INTROUDUCTION 

As the technology is increasing the people are expecting to 

use these fast developing networks all the way wherever 

they need. People like to move the way while maintaining 

the connectivity to the network. In such circumstances 

wireless connectivity to the network gives them the 

freedom of movement as they desire. Network can be 
easily distinguished into 2 types. 
 

1. Infrastructure dependent. 
2. Ad hoc wireless networks. 
 

Now-a-days wireless networks require fixed position 

routes, which require large amount of infrastructure. 

Today another type of networks are emerging which are 

Ad Hoc networks. These type of networks can be easily 

described as the ones which themselves create the 
underlying structure for communications. In these 

networks nodes play a vital role in routing and forwarding 

of packets and hence they function as routers as well as 

hosts. Two topologies involved in ad hoc networks are: 

1. Heterogeneous – which differ in the capabilities they 

handle. 

 2. Homogeneous – all the nodes have identical 

capabilities and responsibilities. 

Major points to be noted in these ad hoc networks are that 

they support peer to peer communications and peer to 

remote communications. These reduce administrative 
costs. In this paper we mainly concentrate on using these 

for VANETS. 

 

II.  AD-HOC NETWORK ROUTING 

As the nodes in wireless ad-hoc network are connected in 

a dynamic and arbitrary manner, therefore the nodes have  

 

 

 

to behave as routers and maintain routes to other nodes. 

The major challenges on how routing takes place in ad hoc 

network is dynamic topology. It should have limited 

number of resources such as battery, processing power etc. 

The main thing needed for routing is low link bandwidth. 

The proper security for transmission of packets should be 
provided. 

 

The major knowledge of routing required is how to 

disseminate information about links and send packets 

along the particular path and how to decide which path to 

be used among many possibilities. The base knowledge of 

whether the nodes have the idea of their neighboring nodes 

or they can directly communicate. 

 

A.   Proactive Protocols:      Here every node maintains 

one or more tables representing the entire topology of 
networks.  The nodes are updated regularly in order to 

maintain the correct routing information from each node to 

node. To maintain the correct information, information 

needs to be exchanged between each node regularly. On 

other hand routes will always be available on request. 

 

B.    Reactive Protocols: 

 Unlike the previous protocol, reactive protocol does not 

make the node itself to discover the route unless it finds 

the destination. Therefore it achieves higher latency than 

the proactive protocols but lower overhead.  

 
 C.   Hybrid Protocols: 

As the name itself specifies it is a combination of two 

protocols i.e, reactive protocol and proactive protocol. One 

approach to achieve this is to divide into zones and use 

one protocol between them. 
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III.  VEHICULAR AD HOC NETWORK 

ROUTING 

VANETS are being emerged as a new technology with the 

aim of providing safety to the people inside the vehicles. 

There are many ways of communicating messages from 

one vehicle to the other. Previously it was being 
communicated among vehicle to vehicle  while later it was 

being termed as peer to peer communications. As mobility 

of nodes in VANETS is high there are lot of challenges to 

be achieved in this network. The road side units provide 

the infrastructure support  if these are within the range 

then packets are transmitted directly. Here store and 

forward kind of strategy is used for message delivery. In 

this paper we mainly concentrate on topology routing on 

how the packets are transmitted. These can be mentioned 

as 1. Reactive scheme and 2. Proactive scheme. 
 

IV.  AD- HOC  ON  DEMAND  DISTANCE 

VECTOR(AODV) 

 This routing algorithm determines a route to a destination 

only when it is desired to send information to the  

destination. Routes in this network are maintained as long 

as they are required by the source. AODV is capable of 

handling both unicast and multicast routing. As mentioned 

previously each node maintains a table and the required 

information about the neighboring node and the 

destination. The main attraction of ADOV is sequence 
numbers, which gives freshness to the routes. 

 Sequence Numbers: When compared with other on-

demand protocols this sequence numbers on AODV 

differs. This determines route time stamp and ensures 

freshness to the routes. If the sequence numbers are 

repeatedly used then the existing route is more up to 

date. 

 Establishing Route: In AODV protocol route is issued 

by RREQ message. When RREP message received 

route is established. When multiple RREQ messages are 

received multiple routes are established. And thus 
source updates route information if RREP holds 

information which is more up to date. 

 

V.   OPTIMISED LINK STATE ROUTING 

(OLSR) 

This is a table driven, proactive routing protocol. The 

name specifies it as optimization of link since it reduces 

the size of control packets as well as number of control 

packets transmission is required. This protocol reduces the 

traffic overhead by using the multipoint relays. MPR is 

node’s one hop neighbor which has been chosen to 

forward packets. This OLSR is well suited to large and 
dense networks. Because of the use MPR in large and 

dense networks the optimized link state route is being 

achieved. The other advantage of MPR is that it 

determines the shortest path to the destination. The main 

requirement is that all MPR’s should have the information 

of the routes. These information should be exchanged 

periodically. 

VI.  COMPARISION OF PROTOCOLS 

The two protocols are compared with respect to 

throughput, packet loss, and end to end delay. 

 

A. Packet loss: 

As the OLSR being a proactive ,which is responsible for 

storing the entire information of the network has a 

disadvantage that it stores information of routes which are 

not in use therefore a messy situation is created when there 
is huge traffic and packet loss ratio increases. 

 

As ADOV is reactive and stores the information of of the 

routes which are active  thus the disturbance of the routes 

and the information is not created therefore the corrct 

transmission happens. Packet loss will be lesser when 

compared to the OLSR. 

 

B.   End to End delay: 

OLSR maintains all the information of the network thus 

even when path break down happens the route can be 
easily discovered from the existing node. The delay 

between source to destination is less. 

 

AODV has the information of the routes which are active  

and thus when path break down happens it has to find the 

new route from the starting point. Thus end to end delay is 

more provided when path break down or any other issue 

happens. 

 

C. Throughput: 

It is number of packets passing through a network in a unit 

of time. It is measured in Kbps. OLSR hass a lower 
through put and the average throughput of AODV exhibits 

higher than the OLSR.The higher the throughput better the 

network performance. 

 

VII.  RESULTS 

OLSR end to end delay result 

 
OLSR packet loss result 

 
OLSR through put result. 



ISSN (Online) 2278-1021 
ISSN (Print)    2319-5940 

 

International Journal of Advanced Research in Computer and Communication Engineering 
Vol. 4, Issue 3, March 2015. 
 

Copyright to IJARCCE                                                 DOI  10.17148/IJARCCE.2015.43112    469 

 
AODV packet delivery ratio result. 

 

 
AODV packet loss result. 

 

 
AODV throughput result. 

 

 
Comparitive result of OLSR and AODV with respect to 

end to end delay. 

 
Comparitive result of OLSR and AODV with respect to  

packet loss. 

 

 
The packet delivery ratio of AODV is greater than OLSR. 

But at high mobility both protocols behave the same. 

Protocol which has high PDR is considered to be the better 
protocol as it denotes number of packets received by the 

destination. As stated before AODV has higher end to end 

delay than OLSR. At higher mobility OLSR is having the 

lowest throughput but AODV exhibits higher throughput. 

Higher the throughput betters the performance. 

 

VIII. CONCLUSION AND FUTUTHER WORK 

 As OLSR must maintain up-to-date information at 

anytime, it decreases the network performance as more 

network overhead is needed. Control overhead is related to 

route discovery in AODV. AODV is well suited for 
network where path break downs are less. OLSR performs 

well when traffic can benefit from having route found 

route proactively. 
 

AODV performs best when the network is more or less 

static control overhead is kept at minimum so energy 

consumption is reduced and enhances the performance of 

the network. The works are done on how these routing 

protocols works for other networks since these protocols 

are proven for VANETS by using the adaptability of 
MANETS. OLSR mechanisms are being extended for 

OSPF routing protocols.  
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